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Not a valid UPS link.
Actual link is different.
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May also look as if coming from
ups@ups-shipment.com

Link directs to an invalid site
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Hyperlinks are not valid UPS links.
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Attachment is not valid.
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Hyperlinks in this mesage are not
valid UPS links. Hold cursor over
them to reveal the deceptive links.
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IMPORTANT DELIVERY

Dear

You have received an important delivery from UPS Customer Service.

Please pick up the ePackage at the following Web address:

The ePackage will expire on Thursday December 11, 2014, 00:00:00 EDT

......................................................................

HOW TO PICK UP YOUR ePackage

*  If the Web address above is highlighted, click on it to open a

browser window. You will automatically be taken to the ePackage.

*  If the Web address above is not highlighted, then follow these steps:

  -  Open a web browser window.

  -  Copy and paste the entire Web address into the 'location' or

'address' bar of the browser.

  -  Press enter.

Once you arrive at the ePackage web page, you can access the attached

files and/or private message.

......................................................................

If you require assistance please contact UPS Customer Service.

Please note: This e-mail was sent from an auto-notification system that

cannot accept incoming e-mail. Please do not reply to this message.

This e-mail is intended for the addressee shown. It contains information

that is confidential and protected from disclosure. Any review,

dissemination or use of this transmission or its contents by persons or

unauthorized employees of the intended organizations is strictly

prohibited.

__________________________________

Delivered by UPS ePackage

Hold cursor over hyperlink to reveal
deceptive link, not a valid UPS link

Valid UPS ePackage link with start with https:\\ftp2.ups.com 
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From: UPS [mailto:ups@ups.com]

Sent: Tuesday, July 08, 2014 11:58 PM

To:

Subject: Kurier nie był w stanie doręczyć Twojej przesyłki!

FIRMA XYZ Sp. z o.o.

Ta wiadomość została do Ciebie wysłana automatycznie przez system awizowania UPS.

W Dniu 08-07-2014 została podjęta próba doręczenia przesyłki "UPS STANDARD" nadanej przez Panią:

Ponieważ nasz kurier nie zastał Cie pod adresem:

Przesyłka została przekazana do najbliższej placówki UPS.

System Awizowania

UPS POLSKA SP Z O O

NIP  522-10-04-200

REGON  10771280

ul. Prądzyńskiego 1/3

01-222 Warszawa

+48 (22) 534 00 00

This is a text version of the spam email. There is a macro contained within that should not be
opened or downloaded, as it may contain a virus.

Szczegółowe dane na temat paczki oraz numer referencyjny do jej odebrania znajdziesz w liście przewozowym, załączonym do 
wiadomości.
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Continued on next page
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From: UPS [mailto:admindept@ups.com]
Sent:
To:
Subject: UPS Tracking Number H5825718929

May also say “Welcome
to UPS Customer
Services”.

Do not open any attachments
or click on any links.

Various return addresses are used.
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Various return addresses and may
have domain @ups-usa.com or
@upsus.com.

Subject may be Status ID, Refuse
ID, or similar wording.
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From: Lester Otto [mailto:USPS Shipping Services@usps.com]
Sent: Tuesday, July 10, 2012 12:04 PM
Subject: You have new UPS invoices.

This is an automatically generated email Please do not reply to this email address.

Valued UPS Customer,

New invoice(invoices) are available for download in UPS billing center. Do not forget
that your UPS invoices should be paid within 28 days to avoid any additional charges.

Please visit the UPS Billing Center to download and pay your invoice.

Find out more about UPS:
Visit ups.com
Explore UPS Freight Services
Learn About UPS Companies
Sign Up For Additional Email From UPS
Read our official blog

(c) 2012 United Parcel Service of America, Inc. UPS, the UPS brandmark, and the color brown are trademarks of
United Parcel Service of America, Inc. All rights reserved.
For more information on UPS's privacy practices, refer to the UPS Privacy Policy.
Please do not reply directly to this e-mail. UPS will not receive any reply message.
For questions or comments, visit Contact UPS.

This communication contains proprietary information and may be confidential. If you are not the intended recipient, the
reading, copying, disclosure or other use of the contents of this e-mail is strictly prohibited and you are instructed to
please delete this e-mail immediately.
Privacy Policy
Contact UPS
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These emails are for
notification purposes
only. They never have
attachments.
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UPS Billing Center
emails are for
notification purposes
only. They never have
attachments.
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From: Ups Account customer Service [mailto:alert@online-update.com]
Sent: Tuesday, March 08, 2011 12:08 PM
Subject: New Message Update
Importance: High
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Dear Account User

This Email is from UPS Customer Care and we are sending it to every Ups Email User
Accounts Owner for safety. we are having congestions due to the anonymous registration of
Ups l accounts so we are shutting down some Ups accounts and your account was among
those to be deleted. We are sending this email to you so that you can verify and let us know
if you still want to use this account. If you are still interested please confirm your account
by filling the space below. Your User name, password, date of birth and your country
information would be needed to verify your account.

Due to the congestion in all Ups users and removal of all unused Ups Accounts, Ups would
be shutting down all unused Accounts, You will have to confirm your E-mail by filling out
your Login Information below after clicking the reply button, or your account will be
suspended within 24 hours for security reasons.

* User ID :................................
* Password :..............................
* Email Address :.....................
* Account Number :.......................
* Country Or Territory :..........

After following the instructions in the sheet, your account will not be interrupted and will
continue as normal. Thanks for your attention to this request. We apologize for any
inconveniences.

Warning!!! Account owner that refuses to update his/her account after two weeks of
receiving this warning will lose his or her account permanently.

Yours Sincerely,
Doug Gibeaut
The Ups Approach To Email Team
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Good day.

Your parcel has arrived at the post office on October 17.
Our Driver was unable to deliver the parcel to your address.
To receive a parcel you must go to the nearest UPS office and show your mailing label.
You need to print mailing label, and show it in UPS office to receive the parcel.

Thank you for your attention.
UPS Logistics Services.

>Good afternoon.
>
>The parcel was sent to your home address. And it will arrive within
>3 business days.
>More information and the tracking number are attached in document below.
>
>Thank you.
>UPS Customer Services.
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